Software:

The ESP 32 software has been successfully implemented into the hardware. The team was able to test the Wi-Fi connection by using a cellphone with hotspot included as a router to transmit a signal between the ESP32 and the APP by using the mobile network provided by AT&T. The test was successful, so we were able to send the right signal from the APP to the lock to open or close it at will. Our next goal was to check if the app was able to communicate across networks that are intended to be used by outside guests such as the ones that you get at a coffee shop, they are usually open for everyone and unsafe. For this test, we used NJITguest with a student credential to access. Unfortunately, the NJIT network asks for a specific set of permissions and confirmations when accessing their network; therefore, the test for direct connection with the NJIT network was unsuccessful. Then we decided to use a “router” to redirect the signal from the NJIT into the ESP 32. We were able to do so by sharing hotspot with the cellphone to the esp32, but instead of using the mobile connection we shared the NJIT Wi-Fi through the phone. Thus, proving that we can connect our device on any network that has a router to redirect the signal.

Application

• Our goal was to add a background for the app, we made it look more professional and user friendly • We tested the communication between the hardware and the app through the ESP 32 • A link was successfully created between the app and the ESP32 • The user interface can store the username and password by using a TinyDB to store that information in the app’s cache • The user interface sends error messages when the username or password is incorrect

Network Framework

• Connection has been made successfully between the lock, the esp32 and the application. • The ESP 32 can now build a web server to send and receive requests from the exterior. • A protocol has been implemented into the esp32 to change the way in which we access into the server. We no longer have to put an IP address into the search bar of any device connected in LAN, now we can use an specific name to make it easier to access i.e. from http://192.168.43.57 we changed it to http://smartlock.local • The code that requests signals from the ESP 32 has been modified using an encrypted password, and the only way to decrypted is by using the app.

Future Upgrades

• Implement a method to send messages to the user when initializing the smart lock for the first time • Implement a method to send messages to the user every time the door has been access • The messages will be sent to the costumer via text messages and email to make it safer. The user will have control over everything that happens around the lock on real time

• Create a dedicated web server http://smartlock.local where the user is going to be able to know the status of the lock. i.e. How long the door has been active for as well as the temperature of the internal mechanisms.